
Group Notes Permission 

Access to the Group Notes module in WITS has been modified, and is now controlled by 3 role attributes rather than 

one. Users that currently have the Role Attribute ‘Group Notes – Add’ will inherit the ‘Group Notes (Full Access)’ role. 

Users that currently have the Job Function Role of ‘Clinical (Full Access)’ will inherit the ‘Group Notes (Restricted Access)’ 

and ‘Group Notes (Read-Only)’ roles.   

 Group Notes (Full Access) – This role will allow the user to create a group, access the Group Notes menu items, 

create and delete group types, edit groups, add clients to the roster, and create and edit group sessions. 

 

 Group Notes (Restricted Access) – This role will allow the user ability to access to the Group Notes menu items, 

edit groups, add clients to the roster, and create and edit group sessions (but not to create group types or add 

new groups). 

 

 Group Notes (Read-Only) – This role will allow the user ability to access the Group Notes menu items, view 

groups, rosters, and group sessions. 

 

 

What this means for current staff: 

 A Staff member with the current role of Clinical (Full Access) will need the Role Attribute of Group Notes (Full 

Access) added to their staff profile.  If this role attribute is not added, the staff person will not be able to add 

clients to a group Roster or to create Group Note Sessions and Notes. 

 

 A Staff member who currently can add new group types and add new groups will now also be able to add clients 

to a group Roster, create Group Note Sessions and create Notes.  If you do not want this staff person to have 

these permissions, remove the Role Attribute of Group Notes (Full Access), and add the Role Attributes of Group 

Notes (Restricted Access) and Group Notes (Read-Only). 

Generate the Staff Permission Summary to view the current Roles and Role Attributes for your agency staff located 

under Reports, Security, Staff Permission Summary. 



 


